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Department of CSE

Department Vision

Department of Computer Science and

Engineering aspires to become a center of

excellence for quality technical education by

keeping pace with new technologies to create

competent professionals.

Department Mission

M1: To develop professionals with analytical and

technical competency for productive career in

industry, academia and as entrepreneurs.

M2: To build theoretical and applied skills of

faculty and student in computer science and

engineering through need based training,

research and development on industrially and

socially relevant issues.

M3: Continuously improve and provide state-of-

the-art laboratories to keep up with the new

developments in the area of computer science

and engineering.

M4: Create nurturing environment through

competitive events, industry interactions, global

collaborations and creating concern for lifelong

learning.
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About Department

PIET-CSE aims to encourage research and innovation in Computer

Science and allied areas. The objective of the BTech program in

Computer Science and Engineering (CSE) is to prepare students to

undertake careers involving innovation and problem solving using

computational techniques and technologies, or to undertake 

advanced studies for research careers or to take up

Entrepreneurship.

In order to give due importance to applied as well as theoretical

aspects of computing, the curriculum for the BTech (CSE) program

covers most of the foundational aspects of computing sciences, and

also develops in students the engineering skills for problem solving

using computing sciences.

Most engineering programs start with general courses in Sciences,

and then migrate to specialized courses for the disciplines. While

these courses are indeed foundational for many engineering

disciplines, they can be treated as application domains (as is

evidenced from the fact that most sciences and Engineering

disciplines heavily use computing now) Hence, the BTech (CSE)

program at PIET starts with computing oriented courses first, and

allows the possibility of doing science courses later. Besides being

better suited for a CSE program, it also enables the possibility of

students seeing newer applications and possibilities of using

computing in these subjects.
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PROGRAM EDUCATIONAL OUTCOMES (PEOS)

PEO1

• To impart an in-depth knowledge of science, 
mathematics, and computer science and 
engineering to create a foundation for building 
capacity and competence in using the fundamental 
and core knowledge.

PEO2

• To facilitate and foster technical and analytical skills 
in students to develop innovative solutions to 
complex real life problems using existing and novel 
technologies.

PEO3

• To train students with the relevant soft skills and
also with a concern for lifelong learning.

PEO4

• To expose them to various contemporary and social 
issues which will enable them become ethical and 
responsible citizens of the society.
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MESSAGE

DIRECTOR’s MESSAGE

Professor (Dr) Shakti Kumar

(Director)

It gives me immense pleasure to pen a few words
as prologue to the half yearly technical magazine
COMPUTECHIE exclusively meant for churning
out the latent writing talent which bears
immense potentially of sharpening the students
skills as part of their overall personality
development .I congratulate all the contributors
for bringing out such a beautiful magazine.
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It is a occasion of great pride and satisfaction for the
department of CSE, PIET to bring out the issue of the
half yearly of the Technical magazine COMPUTECHIE. It
gives me immense pleasure to note that the response
to the magazine has been overwhelming .The wide

. spectrum of articles gives us a sense of pride that our
students and faculty possess creative potential and
original thinking in ample measures. Each article is
entertaining interesting and absorbing .I applaud the
contributors for their stimulated thoughts and varied
hues in articles contributed by them.

MESSAGE

HOD’s MESSAGE

Dr. S. C. Gupta

Professor and HOD, Department of 

Computer Science and

Engineering
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Dr. Anju Gandhi
Professor, CSE

Panipat Institute of Engineering & Technology

Pratham Kataria
B. Tech, 3rd Year

Ms. Shally Chawla
Assistant Professor, CSE

Harshit Duhan
B. Tech, 3rd Year
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FACULTY ARTICLES

Parallel programming & its need for cryptographic 

algorithms

Parallel programming model is an abstraction of the computer system
architecture. Therefore, it is not tied to any specific machine type. However,
there are many possible models for parallel computing because of the
different ways several processor can be put together to build a parallel
system. Two approaches have become predominant in the HPC parallel
programming landscape: OpenMP for shared memory and MPI for
distributed memory. OpenMP is a shared memory application programming
interface (API) whose aim is to ease shared memory parallel programming. It
supports the so-called fork-join programming model. In this approach, the
program starts as a single thread of execution, just like a sequential program.
The thread that executes this code is referred to as the initial thread.
Whenever an OpenMP parallel construct is encountered by a thread while it
is executing the program, it creates a team of threads (this is the fork),
becomes the master of the team, and collaborates with the other members
of the team to execute the code dynamically enclosed by the construct.
Portability of OpenMP across shared memory architectures is one of the
advantages that is undeniable. Cryptography provides techniques for
information authenticity, confidentiality and integrity, but at the same time
implementing cryptographic algorithm involves challenges such as speed of

Panipat Institute of Engineering & Technology

execution, processor and memory requirements. Shared memory 
implementation of cryptographic algorithms exploiting the immense
computational power provided by modern multicore architecture improves 
the performance of these algorithms.

Gourav Gambhir 

(Assistant professor)
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Tensor Flow is a library of files that

allows researchers and computer

scientists to build systems that break

down data, like photos or voice

recordings, and have the computer

make future decisions based on that

information. This is the basis of

machine learning: computers

understanding data, and then using

it to make decisions. When scaled to

be very complex, machine learning

is a stab at making computers

smarter.

Here are the details: the TensorFlow system uses data flow graphs. In

this system, data with multiple dimensions (values) are passed along

from mathematical computation to mathematical computation. Those

complex bits of data are called tensors. The math-y bits are called

nodes, and the way the data changes from node to node tells the

overall system relationships in the data. These tensors flow through

the graph of nodes, and that's where the name TensorFlow comes

from.

Open-sourcing Tensor Flow allows researchers and even grad

students the opportunity to work with professionally-built software,

sure, but the real effect is the potential to inform every machine

learning company’s research across the board. Now organizations of

all sizes—from small startups to huge companies on par with

Google—can take the TensorFlow system, adapt it to their own needs,

and use it to compete directly against Google itself. Harish Saini

(Assistant Professor)

FACULTY ARTICLES

TensorFlow: The Android of AI
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Strong Encryption Scheme For HDFS in Big Data

Due to rapid development of internet and

web applications, the prominence and the

importance of the information exchange

using the internet is growing.

Communication through internet faces data

safety as an important issue. Data has to be

safe when communicating as slightly loss or

danger to transmitted

responsible for excessive

data

harm

can be

to the

society. For network safety encryption plays

a vibrant part. Many times it is little bit

confusing to choose best encryption, as

there are many cryptography methods for

securing the text, images and media files

Data during transmission. For many applications Blowfish is currently assumed

to be insecure. So it turns out to be essential to enhance this procedure through

addition of different levels of safety so that it can be used in several reliable

communication channels. Blowfish algorithm is modified in a way that it is

platform independent; however the present encryption schemes are restricted to

platform dependent proposal. This proposed modified blowfish algorithm

supports

FACULTY ARTICLES

Shally Chawla

(Assistant Professor)
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STUDENT’S ARTICLES

Internet Of Things(I.O.T)
Technology has been growing so exponentially over recent years, there has been a steadily 
increasing demand for bright graduates to come in and help to transform areas ranging from 
data infrastructure to cyber security. If you are interested in pursuing a career in computer 
science, it’s important to stay up to date with the latest trends in computer science research. 
Latest computer science technology is storming the tech industry in which Internet of Things 
(IoT) is transforming the competitive landscape. As the world becomes increasingly 
connected, digitalization is a key differentiator that will enable companies to remain 
competitive. The internet of things (IoT) is a computing concept that describes the idea of 
everyday physical objects being connected to the internet and being able to identify 
themselves to other devices. The term is closely identified with RFID as the method of 
communication, although it also may include other sensor technologies, wireless technologies 
or QR codes.
A research article mentioning the Internet of Things was submitted to the conference for
Nordic Researchers in Norway, in June 2002, which was preceded by an article published in
Finnish in January 2002. The implementation described there was developed by Kary Främling
and his team at Helsinki University of Technology and more closely matches the modern one,
i.e. an information system infrastructure for implementing smart, connected objects.
Internet of things has evolved due to the convergence of multiple technologies, real-time
analytics, machine learning, commodity sensors, and embedded systems. Traditional fields of
embedded systems, wireless sensor networks, control systems, automation (including home
and building automation), and others all contribute to enabling the Internet of things .
IoT platforms can help organizations reduce cost through improved process efficiency, asset
utilization and productivity. With improved tracking of devices/objects using sensors and
connectivity, they can benefit from real-time insights and analytics, which would help them
make smarter decisions. The growth and convergence of data, processes and things on the
internet would make such connections more relevant and important, creating more
opportunities for people, businesses and industries.
Conversations about the IoT are (and have been for several years) taking place all over the
world as we seek to understand how this will impact our lives. We are also trying to
understand what the many opportunities and challenges are going to be as more and more
devices start to join the IoT. The conclusion for this is that we can do is educate ourselves
about what the IoT is and the potential impacts that can be seen on how we work and live.

-Kunal Jain
(B. Tech, 3rd year)
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STUDENT’S ARTICLES

CYBER SECURITY

THE SECURITY BREACHES NO ONE IS TALKING ABOUT…
In late August, there was a report that Dairy Queen was the latest
victim of a security breach affecting credit and debit cards. Except
nobody from Dairy Queen has actually confirmed the breach,
saying because the stores are franchised and franchises aren’t
required to report security problems, there is no way of knowing
for sure. The speculation comes, according to security, from
financial institutions that are reporting signs of credit card fraud.
This particular story goes to show that even when we think we
know about a data breach we don’t know the whole story. And
there is good chance that before it is ever confirmed, it will join a
very long list of breaches that don’t get the publication they
deserve. And these aren’t necessarily breaches happening to small
mom and pop business. For example, when the target breach
happened last year, it not only headlined the news, it’s also
remained a news story for months. Every today, nearly a year later,
the target breach is regularly referenced in data breach stories. But
around the same time of the target breach, word came of the
similar beach at Niemen Marcus. It was a story for a moment, and
then disappeared.

-Diksha (2818032)
(B. Tech, 3rd year)
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STUDENT’SARTICLES

Block Chain Technology

Blockchain (BC), the technology behind the Bitcoin crypto-currency
system, is considered to be both alluring and critical for ensuring
enhanced security and (in some implementations, non-traceable)
privacy for diverse applications in many other domains - including in
the Internet of Things (IoT) eco-system. Intensive research is
currently being conducted in both academia and industry applying
the Blockchain technology in multifarious applications. Proof-of-
Work (PoW), a cryptographic puzzle, plays a vital role in ensuring BC
security by maintaining a digital ledger of transactions, which is
considered to be incorruptible.
Furthermore, BC uses a changeable Public Key (PK) to record the
users’ identity, which provides an extra layer of privacy. Not only in
cryptocurrency has the successful adoption of BC been
implemented but also in multifaceted non-monetary systems such
as in: distributed storage systems, proof-of-location, healthcare,
decentralized voting and so forth. Recent research articles and
projects/applications were surveyed to assess the implementation
of BC for enhanced security, to identify associated challenges and to
propose solutions for BC enabled enhanced security systems.

- Ayush (2819907)
(B. Tech , 2nd year)
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RESEARCH PAPER PUBLISHED BY STUDENTS IN IEEE
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PAPER PRESENTATION IN IEE CONFERENCERESEARCH PAPER PUBLISHED BY STUDENTS IN IEEE
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RIDDLE
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